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C-1. general information

C-1.1. introduction

This Performance Work Statement (PWS) provides a comprehensive description of installation support services required to be performed by the United States Army Garrison Fort Belvoir (USAGFB).  It is the focal point of the cost comparison study being conducted under the provisions of Office of Management and Budget (OMB) Circular A-76 and the Revised Supplemental Handbook, providing the Government and prospective commercial contractors with a structured process for the comparison of costs between the Government and the private sector for performing required commercial services.  This document contains all information available at the time of publication relating to administrative and technical responsibilities, performance requirements, and workload estimates.  The term “Service Provider” is used throughout this document and applies to the offeror selected to perform this Performance Work Statement, whether federal government or commercial contractor, unless otherwise specified.  The goal of this PWS is to obtain efficient, cost-effective Base Operations (BASOPS) services.

C-1.2. fort belvoir MISSION AND HISTORY

USAGFB’S mission is to provide essential regional BASOPS support to the units and activities located on Fort Belvoir and off-post sites as defined in appropriate support agreements listed in Technical Exhibit (TE) 7A and B, as well as regional support to military family patrons in the Northern Virginia area.  The Garrison also plans, maintains, and executes mobilization readiness, military operations, and contingency missions.

Fort Belvoir is the home and regional support center for approximately 150 tenant and off-post Department of Defense (DoD) and non-DoD organizations and activities.  The Garrison strives to provide support in a manner that enhances not only mission accomplishment of supported organizations and activities, but which also enhances the quality of life of those who work and live here.  The Service Provider will be expected to embrace and promote the Garrison’s vision of:

· Being a regional center where customers receive premier support services;

· Being a superior place to work, train, and live; and

· Building an innovative and professional team that meets the challenges of change, while maintaining harmony with the environment and surrounding communities.

Further, the Service Provider will be expected to support the following Garrison goals:

· Develop a motivated, trained, and empowered workforce.

· Provide customer-valued services at competitive prices.

· Smoothly and aggressively meet the challenges of reduced resources.

· Enhance Fort Belvoir’s identity as a good neighbor.

The Army came to Belvoir in 1915 when it began using “Camp Belvoir” as a training camp and rifle range for engineer troops from Washington Barracks (located at Fort Lesley J. McNair).  In 1917-18, Camp A.A. Humphreys was constructed and became a major engineer training and replacement camp for World War I.  Thousands of engineer troops passed through Camp A.A. Humphreys during the course of the war, and many units were organized, trained, and sent overseas from the camp.  The U.S. Army Engineer School moved from Washington Barracks to Camp A.A. Humphreys in 1918.  The post was re-designated Fort Humphreys in 1922, and was changed to Fort Belvoir in 1935 in recognition of the area’s historic associations (much of the area having been originally owned in the mid-1700s by Colonel William Fairfax who named it “Belvoir”, meaning “beautiful to see”).  In 1947, Fort Belvoir became the Engineer Center and in 1957 the U.S. Army Engineer Center.  In 1989, the Engineer School officially moved to Fort Leonard Wood, Missouri, at which time Fort Belvoir became a subordinate installation of the Military District of Washington (MDW).  In 1994, Fort Belvoir’s mission was expanded to support Fort A.P. Hill when it transferred from Fort Meade to Fort Belvoir as a sub-installation.  Fort A.P. Hill is a major training ground for area Active reserve and National Guard units.  Effective, 1 October 2000, Fort A.P. Hill was re-designated as an installation, no longer being a sub-installation of Fort Belvoir, although Fort Belvoir retains some support responsibilities for Fort A.P. Hill through support agreements.

C-1.3. SCOPE OF WORK

The Service Provider shall provide all personnel, equipment, tools, materials, transportation, supervision, and other items and services necessary to perform all tasks and functions as defined in this PWS, except as specified in Section C-3 as Government-furnished property and services.   The Service Provider shall provide support to Fort Belvoir and its customers to include tenants and off-post customers located at, but not limited to, Fort A.P. Hill, Engineering Proving Grounds, Leiber Reserve Center, Humphreys Engineer Center, National Ground Intelligence Center and those identified in TE-7a and 7b.   The Service Provider shall perform to the standards associated with each service delineated in this PWS.

This PWS describes a multitude of services/products required by USAGFB for performance of its mission.  Performance standards are often expressed in terms of timely delivery, without mention of quality aspects of performance that pertain to the content of what’s delivered.  When a performance standard requires that a service/product be delivered by the specified due date, the product/service that is ultimately delivered to the Government shall be correct and accurate including, but not limited to, incorporating all guidance pertaining to format and content from Department of the Army, MACOM, and Garrison, as applicable and incorporating comments as approved by the designated Government representative(s) that are submitted during product/service reviews.  Applicable regulations, guidance, and policies are cited in the appropriate required services tables following the narrative descriptions of services to be delivered.  What is submitted to satisfy PWS requirements shall be as complete as possible in all respects at the time of turn in.
C-1.4. CLIMATIC CONDITIONS

The average annual rainfall is 41 inches, with the wettest months being April through July.  The average annual snowfall is 18 inches, with snow expected during the period of October through April.  The average frost-free period (growing seasons) during the year is about 250 days.  The first killing frost may be expected about October, and the last killing frost generally occurs in May.  The average annual maximum and minimum temperatures are approximately 65°F and 45°F, respectively.  Monthly normal temperatures range from 23°F in January to 86 °F in July.  Summer temperatures often reach above 90°F while winter temperatures commonly drop below freezing.  The prevailing wind direction at Davison Army airfield is northwest, followed by west, with an average annual wind speed of 9 miles per hour.

C-1.5. SERVICE PROVIDER PERSONNEL

C-1.5.1. Employees

The Service Provider shall provide a sufficient number of personnel possessing the skills, knowledge, and training to satisfactorily perform the services required by this PWS.  Service Provider personnel shall meet the minimum education and experience requirements for each specific service area.  The Government reserves the right to request a copy of the resume for any employee at any time.  The resume shall include education, training (certifications and licenses), and professional work experience directly related to the duties and responsibilities identified in Section C-5.  At the Government’s discretion, any employee or supervisor not meeting the minimum requirements as stated in this solicitation shall be replaced with a properly qualified individual.  Inability of the Service Provider to obtain qualified personnel shall not constitute an excuse for non-performance.

The Service Provider shall comply with Federal drug-free workplace and work force requirements IAW FAR 52.223-6 and DFARS 252.223-7004.

The Service Provider shall not employ persons who are identified to the Service Provider by the KO as potential threats to the health, safety, security, general well being, or operational mission of the installation and its population.  The employees shall be able to understand, read, write, and speak English.  (This speaking skill is not required of a Service Provider employee who is hearing or speech impaired.)

In the event a non-Government Service Provider will perform the work included in this PWS, the Service Provider has an obligation to offer right of first refusal for employment to current Government employees for job openings for which they are qualified pursuant to FAR 52.207-3.

The Service Provider shall ensure each employee obtains an identification card that includes the employee’s name, employee’s photograph, an approving signature, and Service Provider’s name.  Service Provider personnel shall have identification cards in their possession at all times when on the installation.  Service Provider personnel shall have identification cards within five (5) work days of performance period start or employment.

The Service Provider shall ensure employees have current and valid professional certifications to accomplish the services of the PWS before starting work and are in compliance with all Federal, state, and local requirements or laws.  The Government will provide or fund annual certification or license requirements as required for up to ten (10) bus drivers and eight (8) material handlers who must drive forklifts in the performance of their duties (this should accommodate any turnover).

Personnel operating privately owned motor vehicles must possess a valid driver’s license and vehicles must be registered IAW local law and installation policy.

Personnel operating Government-furnished motor vehicles must possess a valid driver’s license and a valid Army Driver Improvement Card obtained from the Transportation Office.  Personnel operating Government-furnished buses, fuel trucks, and vehicles greater than 2.5 tons must possess a commercial driver’s license (CDL) with applicable hazardous materials endorsements. 
The Service Provider shall not employ any person who is an employee of the United States Government if employing that person would create a conflict of interest or the appearance of a conflict of interest.  Additionally, the non-Government Service Provider shall not employ any person who is an employee of the Department of the Army (DA), either military or civilian, unless such person seeks and receives approval according to DoD 5500.7-R, Joint Ethics Regulation (JER).
The Service Provider is cautioned that off-duty active military personnel hired to perform work may be subject to permanent change of station, change in duty hours, or deployment.  Military Reservists and National Guard members may be subject to recall to active duty.  The abrupt absence of these personnel could adversely affect the Service Provider’s ability to perform; however, their absence at any time shall not constitute an excuse for non-performance.

C-1.5.2. Key Positions

Some positions are designated as key for purposes of ensuring incumbents satisfy minimum experience, education, and/or credential requirements.  Key employees are the Project Manager, Army Substance Abuse Program (ASAP) Officer,  Librarian, Installation Radiation Safety Officer, and those in supervisory positions.  The Service Provider shall provide a listing of all key personnel to the Contracting Officer (KO) not later than the pre-performance conference.  The KO shall be notified immediately of any proposed replacement of key personnel, and written notification shall be given two (2) weeks prior to any such change.  Key personnel shall not be replaced without prior notification of the KO.  If requested by the KO, the Service Provider shall provide a resume for replacement personnel prior to employment.  The Government reserves specific right to review qualifications, and to exercise approval authority over hiring.  All key positions must comply with the qualifications listed in the OPM Qualification Standards (see TE-6 for OPM web site).  

C-1.5.2.1. Project Manager

The Service Provider shall provide an on-site Project Manager (PM) who shall be responsible for the performance of the work.  The name of the PM and an alternate or alternates, who shall act for the Service Provider when the PM is absent shall be designated in writing, with an after duty hours phone number to the KO prior to the performance start date.

The PM shall have at least three (3) years of general supervisory experience and must have at least three (3) years specific management experience in either Logistics or Public Works service areas.

The PM, or alternate(s), shall have full authority to act for the Service Provider on all matters relating to daily operation.  The PM shall be the primary point through which communications, work assignments, and technical direction flow between the Government and the Service Provider.

After normal duty hours, the PM, or alternate(s), shall respond to emergency, contingency or problem situations within two hours of notification by the designated government representative.

The PM, and alternate(s), must be able to read, write, speak, and understand the English language.

C-1.5.3. Employee Training

The Service Provider shall be responsible for all new and recurring training of Service Provider personnel in such a manner as to ensure all tasks required by this PWS are performed properly.  The Service Provider shall ensure all employees hired after the beginning of the performance period, receive necessary training and have the opportunity to observe work processes and procedures prior to beginning work included in this PWS.  The Service Provider shall ensure Service Provider personnel receive the technical training required in specific segments of C-5.

The Service Provider shall provide their employees detailed instruction on Government policies and regulations in the areas of safety, security, health, fire prevention, and environmental compliance, as they pertain to the operations specified in this PWS. The Service Provider shall comply with all Privacy Act regulations governing personal and private information.

In the event a non-Government Service Provider will perform work included in this PWS, the incumbent Government work force will support initial Service Provider orientation during the transition period.  A transition period of not more than 90 days shall be in effect immediately prior to the first day of the base performance period.  Limited Service Provider personnel will be permitted to observe Government operations, as requested by the Service Provider and approved by the KO, that would enable the Service Provider's personnel to become familiar with their assigned areas of responsibility.

C-1.6. Security Requirements

C-1.6.1. Compliance

The Service Provider shall comply with all activity security requirements.  The Service Provider shall ensure that every Service Provider employee who performs work on Fort Belvoir has evidence of US citizenship, certified immigrant alien, or foreign national status. The Service Provider shall maintain a current and complete listing of employees.  The list shall include employee names, social security numbers, and security clearance levels.  This list shall be validated by the Service Provider and provided to the KO within 30 days of the start of the first performance period.  The Service Provider shall provide updated lists upon change of employees. The Government estimates that only four (4) positions will require security clearances. The Government will fund initial security clearances for all four (4) and up to eight (8) per year thereafter (to accommodate turnover).

 Service Provider employees may require security clearances and be subject to other restrictions in the National Industrial Security Program Operations Manual (NISPOM) DoD 5220.22.M.  Service Provider employees with access to restricted areas or classified data will be subject to additional security requirements.  Failure to comply with these requirements at any time does not excuse the Service Provider from performance.  Upon request, the Service Provider shall ensure employees complete questionnaires and other forms for applicable security levels.  Security clearances shall be obtained through the Fort Belvoir Security Office.  Functions such as manpower (anticipate one (1) person with Secret clearance) and emergency operations center (anticipate three (3) people with Secret clearance) require appropriate level security clearances.  

C-1.6.2. Breach of Security

Neither the Service Provider nor any of its employees shall disclose or cause to be disclosed any information concerning operations which could result in or increase the likelihood of the possibility of a breach of the activity's security or interrupt the continuity of operations.

C-1.6.3. Classified Information

Disclosure of information, to any person not entitled to receive it, or failure to safeguard any classified information that may come to the Service Provider, or any person under his/her control, may subject the Service Provider, his/her agents or employees, to criminal liability under 18 U.S.C.§793 and §798.

C-1.6.4. Safeguarding Information

The Service Provider shall safeguard information and records (regardless of media) from being compromised, altered, destroyed, mutilated, damaged, or lost IAW AR 25-1, AR 25-55, AR 25-400-2, AR 340-21, AR 380-5, AR 380-19, and all other policies specifically mentioned in section C-5.  Title 18 United States Code (U.S.C.) §2071 defines possible penalties for destruction of Government records.

C-1.7. ACCESS TO FORT BELVOIR

All Service Provider vehicles and all Service Provider employee vehicles shall be registered with the Provost Marshal IAW FB 190-2, Motor Vehicles and Firearms Control. This registration includes verification of ownership and verification of compliance with Virginia state laws.

C-1.8. ENTRY RESTRICTIONS

Provider employees shall obtain appropriate security badges when required to enter restricted areas in accordance with AR 190-13, Army Physical Security Program.

C-1.9. GOVERNMENT/SERVICE PROVIDER RELATIONSHIPS

The Government and the Service Provider need to understand and agree that the services to be delivered by the Service Provider to the Government are non-personal services.  The parties also recognize and agree that no employer-employee relationship exists or will exist between the Government and the Service Provider and/or between the Government and the Service Provider’s employees.  The Service Provider shall not be designated or serve as the supervisor of volunteers.  It is, therefore, in the best interest of the Government to afford the parties involved a full and complete understanding of their respective obligations.
Non-Government Service Provider personnel shall not:
· Be placed in a position where they are appointed or employed by a Federal officer, or are under the supervision, direction, or evaluation of a federal officer, military or civilian.
· Be placed in a staff or policy-making position.
· Be placed in a position of command, supervision, administration, or control over DA military or civilian personnel, or personnel of other Service Providers, or become a part of the Government organization.  

Services included in this PWS do not require the Service Provider or its employees to exercise personal judgment and discretion on behalf of the Government, but rather the Service Provider’s employees will act and exercise personal judgment and discretion on behalf of the Service Provider.

Rules, regulations, directions, and requirements that are issued by command authorities under their responsibility for good order, administration, and security are applicable to all personnel who enter the installation, or who travel on Government transportation.  This is not to be construed or interpreted to establish any degree of Government control that is inconsistent with a non-personal services contract.

C-1.9.1. Base Support Contractor/Service Provider Relationships

Currently, the government receives services from various base support contractors to include, but not limited to, base maintenance, custodial, utilities, food service, and communications.  The Service Provider shall interact with these various base support contractors as required by the government.

C-1.10. QUALITY CONTROL PROCEDURES

C-1.10.1. Quality Control Plan

The Service Provider shall establish and maintain an inspection system in accordance with FAR 52.246-5, “INSPECTION OF SERVICES – COST REIMBURSEMENT” to ensure that the work performed conforms to requirements.  The Service Provider shall submit to the KO a Quality Control Plan (QCP) for approval 15 days after final selection of a Service Provider.  In addition, six months after the start date of the first performance period this plan shall be formally updated to reflect the Service Provider’s current methodology, assuming the benefit of lessons-learned over the six-month period.  The plan shall then be reviewed, updated, and submitted annually on the anniversary date of the first update.

C-1.10.2. Identifying and Correcting Problems

The Service Provider’s QCP shall provide top Service Provider management with an effective and efficient means of identifying and correcting problems throughout the entire scope of operations.

C-1.10.3. QCP Requirements. 

 The QCP shall include:

· A description of the Service Provider’s quality control system.  The system shall cover all services, specify work to be inspected on either a scheduled or unscheduled basis, and describe how inspections are to be conducted.

· The name(s) and qualifications of individual(s) responsible for performing quality control inspections, and the extent of their authority.

· Provisions for recording the results of inspections and for recording corrective actions taken.

· Provisions to update and revise the QCP during the periods of performance for services included in this PWS.

· A description of the methods used for identifying and preventing defects in the quality of service performed.

C-1.10.4. Inspection Files

The Service Provider shall maintain a file of all scheduled and performed Quality Control inspections, inspection results, and dates and details of corrective actions.  The file shall be the property of the Government and made available to the KO during the Government’s regular working hours.  The file shall be turned over to the KO within five (5) days of completion/termination of any ISSA or contract issued as a result of this solicitation.

C-1.11. Comments or Complaints

The Service Provider shall ensure that a customer complaint process is established and advertised.  The Service Provider shall track and report customer complaints and resolution as part of the periodic customer satisfaction review to the COR.

C-1.12. QUALITY ASSURANCE

In accordance with FAR 52.246-5, “INSPECTION OF SERVICES – COST REIMBURSEMENT” clause, services rendered will be subject to Government inspection.  The information in Technical Exhibit 1 (TE-1), Performance Requirements Summary (PRS), lists work requirements considered most critical to satisfactory performance along with performance indicators, standards, and allowable error rates for each specified work requirement.  The Government’s quality assurance is not a substitute for quality control by the Service Provider.  All findings of unsatisfactory or non-performed work will be resolved in accordance with the Quality Assurance Surveillance Plan (QASP).  All costs associated with rework are the responsibility of the Service Provider.  The Government reserves the right to choose inspection methods to be used in implementing its Quality Assurance Program and to vary inspection methods without notice to the Service Provider.

C-1.12.1. Performance Briefings

The Service Provider shall meet with the KO, COR(s) or designated Government representatives, and other Government personnel (as deemed necessary), monthly at a mutually agreed upon time, during the first performance period.  This may be changed to quarterly, during subsequent performance periods by mutual agreement and approval of the KO.  The Service Provider shall provide a written report and briefing which contains the following:  (1) the status of work performed in the previous time period; (2) problems or constraints encountered while performing this work; (3) suggested solutions to problems or constraints; (4) proposed initiatives or waivers requiring Government action; (5) status of open items from the previous meetings; and (6) title and date of reports delivered in the previous time period. The Service Provider may also request a meeting with the KO when he or she believes such a meeting is necessary.  Minutes, taken by the Government, of any such meetings shall be recorded and signed by the Project Manager and the KO.  If the Service Provider does not concur with any portion of the minutes, such non-concurrence shall be provided in writing to the KO within ten (10) days following receipt of the minutes.

C-1.13. Termination and Default

The Government reserves the right to terminate any ISSA or contract emanating from this PWS, or any parts thereof, for convenience, if in the best interest of the Government under FAR 49.403 and 52.249-6.

Deviations from or violations of any of the provisions of this PWS may, in addition to all other criminal and civil remedies provided by law, subject the Service Provider to termination for default under FAR 49.403 and 52.249-6.

C-1.14. Service Provider Furnished Property

The Government will not insure the physical security of Service Provider property or the personal property of Service Provider employees.

C-1.14.1. Key Control

The Service Provider shall comply with AR 190-51, AR 190-13, and FM 19-30 in ensuring all keys issued by the Government to the Service Provider for Service Provider employee use are not lost or misplaced and are not used by unauthorized persons.

The Service Provider shall immediately report to the COR(s), any occurrences of lost, unauthorized use, or unauthorized duplication of keys in the Service Provider possession and control within one hour of discovery.  

The Service Provider shall be liable for any and all costs necessary to secure the locks and keys compromised by any occurrence of lost, unauthorized use, or unauthorized duplication of keys.

C-1.14.2. Lock Combinations

The Service Provider shall control access to all Government provided lock combinations to preclude unauthorized entry.

C-1.14.3. Inspections

The Government will perform physical security, safety, fire, and environmental inspections on Government provided facilities.  The Service Provider shall ensure ready access to all Service Provider occupied facilities by Government inspectors.

C-1.15. INFORMATION MANAGEMENT/INFORMATION TECHNOLOGY

C-1.15.1. Information Systems  

The Service Provider shall operate information systems that process Government information in accordance with all laws, policies, and regulations applicable to the operation or use of IT/IM.  The Service Provider shall ensure office practices, procedures, and processes using information resources and information technology are in compliance with IT/IM regulations, policies, procedures, directives, and guidance.

C-1.15.2. Information Management (IM) and Information Technology (IT) 

The Service Provider shall protect the integrity and security of IM/IT resources, and prevent unauthorized access to IM/IT systems and equipment. The Service Provider shall submit to the KO a Disaster and Recovery Plan for mission critical information/data for approval 15 days after final selection of a Service Provider.  In addition, six months after the first performance period start date this plan shall be formally updated to reflect the Service Provider’s current methodology, assuming the benefit of lessons-learned over the six-month period.  The plan shall then be reviewed and updated annually on the anniversary date of the first update, and shall provide an annual assurance certification describing tests performed, weaknesses found, and any corrective actions taken or needed.

C-1.16. HOURS OF OPERATION

C-1.16.1. Normal Hours of Operation

The normal working hours for military and Government civilian employees are 7:30 AM to 4:00 PM, Monday through Friday, excluding Federal holidays and any other days specifically designated by the KO.  Unless otherwise noted, all services included in this PWS require the Service Provider to perform during normal hours of operation.  The Government has the option to permanently change the hours and days of operation.  The Service Provider is not restricted to normal duty hour operations; however, the KO must approve any deviation from normal duty hours in advance.

C-1.16.2. Hours of Operation Other Than Normal

There are circumstances that require staffing at hours other than normal working hours, i.e. 7:30 AM to 4:00 PM Monday through Friday.  Hours of operation for the Library, Transportation Motor Pool, and the Army Substance Abuse Program (ASAP) office extend beyond normal working hours.  Other situations may require extended hours of operations, to include military exercises, contingency operations, or weather emergencies.  When Service Provider access to a work area conflicts with a mission requirement, the Service Provider shall schedule the work to minimize the disruption.  Such scheduling may require work to be accomplished at times other than normal duty hours.  

C-1.16.3. Installation Closures

When an unforeseen installation closure occurs on a regularly scheduled day of work, the Government will have the following options:

· Reschedule the work to be performed the following day unless the following day is a Saturday, Sunday or a legal public holiday and routine work is not scheduled for that day.

· Reschedule the work on any day mutually satisfactory.

· Excuse the Service Provider from performing certain functions.

C-1.16.4. Federal Holidays

The Service Provider shall observe the same holidays observed by the Government, as follows:

· New Year’s Day - January 1 or the Friday preceding or Monday following

· Martin Luther King’s Birthday - 3rd Monday in January

· President’s Day - 3rd Monday in February

· Memorial Day - Last Monday in May

· Independence Day - July 4 or the Friday preceding or Monday following

· Labor Day - First Monday in September

· Columbus Day - 2nd Monday in October

· Veterans Day - November 11 or the Friday preceding or Monday following

· Thanksgiving Day - 4th Thursday in November

· Christmas Day - December 25 or the Friday preceding or Monday following

C-1.16.5. Emergency or Special Event Services

C-1.16.5.1. Emergency Services 

The Service Provider shall be required to immediately respond to an emergency situation with qualified personnel during and outside of normal duty hours.  The Service Provider shall furnish the KO an Emergency Notification Roster within 5 work days after the start of the first performance period.  The Emergency Notification Roster shall contain personnel’s name, duty phone number and after duty phone number.  The Service Provider shall provide an updated roster to the KO when personnel change.

C-1.16.5.2. Special Events 

The Service Provider shall support special events during and outside normal duty hours.  TE-13 shows a sample listing of events.

C-1.16.5.3. Crisis 

The Service Provider shall perform services during a crisis declared by the National Command Authority (NCA).   

C-1.16.5.4. Contingencies

The Army must plan in advance how it will meet mission requirements in event of a national emergency or natural disaster.  The Army must be able to react to such events without undue delay.  The Government reserves the right to perform or supplement performance of services with Government personnel during periods of natural disasters, acts of God, or national emergency.  Such performance will not constitute a Breach of Contract by the Government.   Sudden or unusual events could result in a great impact upon the Service Provider’s performance and service delivery requirements.  In the event that unusual conditions as specified below develop, the Service Provider shall continue and, if necessary, expand performance.  A list of contingencies which the Service Provider will be required to support appears at TE’s – 12a/b/c.  In addition, in the event that a national emergency or natural disaster not identified in the listed TE’s occurs and results in an increase of work, as directed by the COR, and an increase in cost of performance, such increase shall be subject to the General Provisions of Section I of the contract entitled “Changes” (in the case of contractor selection as the Service Provider).  Examples of such events include:

· A sudden build-up of military forces that increases work requirements.

· A natural disaster that impacts upon the Service Provider’s ability to perform.

· Special circumstances identified by the COR.

C-1.16.5.5.  Facility Maintenance 

The Service Provider shall notify the Building Facility Coordinator or the DynCorp Work Order Desk of required building maintenance and repairs such as lights out, broken doors, pest control, plumbing, and signs.  The Service Provider shall maintain the area 50 feet from each building in a trash-free state.

C-1.16.5.6.  CONSERVATION OF UTILITIES

The Service Provider shall make sure employees practice utility conservation in accordance with all applicable regulations.  The Service Provider shall operate under conditions that prevent the waste of utilities to include:
· Turning off lights, computers, copiers, and all electrical devices when not in use.

· Setting and maintaining mechanical equipment controls for heating, ventilation, and air conditioning systems in accordance with applicable directives, instructions, manuals, and technical orders.

· Turning off water faucets or valves when not in use.

C-1.17. ENVIRONMENTAL CONTROLS

C-1.17.1. Environmental Regulations  

The Service Provider shall comply with all Federal, state and local environmental laws and regulations applicable to operations at Fort Belvoir (See C-5.10).   Fort Belvoir will assume no responsibility for noncompliance actions by the Service Provider.  Fort Belvoir will not shield the Service Provider from enforcement actions by Federal, state, and local officials.  The Service Provider shall reimburse Fort Belvoir for any fines or penalties levied against Fort Belvoir for noncompliance by the Service Provider.

C-1.17.2. Recycling Program

The Service Provider shall participate in the Fort Belvoir Recycling Program IAW current policy letter, USAFB Policy Letter #420-7-01.  The Government will provide scheduled pick-up of recycled white paper.

C-1.17.3. Hazardous Material/Waste

All hazardous wastes as defined in 40 CFR Part 261.3, the Virginia Hazardous Waste management Regulations (9VAC20-60, hereafter VHWMR), or their successor regulations,  shall be managed in accordance with county, state and Federal regulations.

Fort Belvoir operates the Joint Hazardous Material Minimization Center (JHMMC) to control hazardous materials/waste.  The Service Provider shall obtain all supplies classified as hazardous materials through the JHMMC, except as noted below.

The Service Provider may obtain supplies classified as hazardous materials from sources other than through the JHMMC at the direction of the Government and if the JHMMC provides a written waiver.  An information copy shall be submitted concurrently to the COR.

The Service Provider may not use “90-day accumulation points” for storage of Resource Conservation and Recovery Act (RCRA) hazardous/regulated wastes.  The Service Provider may use “satellite accumulation points” as provided in 40 CFR Part 262 and the VHWMR. The Service Provider shall ensure transported waste is properly licensed or manifested. NOTE:  There is no requirement for licensing or manifesting waste transported within Fort Belvoir to the JHMMC unless is travels “down” rather than “across” a state road such as Route 1. 

C-1.17.4. Notification of Environmental Spills

Within one (1) hour of discovery, the Service Provider shall notify the installation Fire Department, the Fort Belvoir Environmental Office, and the designated Government representative of any spill/release into the environment of any hazardous substance listed in 40 CFR Part 302.   Upon discovery, the Service Provider shall initiate containment procedures IAW the Installation Spill Contingency Plan/Facility Response Plan and the Spill Prevention Control and Countermeasures Plan. 

C-1.18. fire and SAFETY REQUIREMENTS

C-1.18.1. Fire Prevention and Protection

The Service Provider and Service Provider employees shall comply with AR 420-90, Fire and Emergency Services, and National Fire Prevention Association guidelines.  Installation fire prevention personnel may make periodic routine inspections for regulation compliance.  Burning of any material by the Service Provider is prohibited.  The Government will make fire prevention training available to the Service Provider.  

C-1.18.2. Safety Program 

The Service Provider shall implement a safety program to ensure that all operations and activities are in compliance with Occupational Safety and Health Administration (OSHA) standards and other safety and health requirements documents listed herein.  The Service Provider shall be thoroughly familiar with all safety and health requirements of this PWS.

C-1.18.3. Protective Items  

To comply with the OSHA, the Service Provider personnel shall use protective clothing and equipment (Government furnished) whenever and wherever required in the performance of services included in this PWS.   The Service Provider shall provide a list to the designated Government representative of required protective items within 45 days after final decision and as requirements change.

C-1.18.4. Safety Plan 

The Service Provider shall submit a safety plan for review and approval by the Government within thirty (30) days after final award decision.  The Safety Plan shall comply with FB Reg 385-10 and Occupational and Health Administration (OSHA) requirements.

C-1.18.5. Safety Instruction 

The Service Provider shall provide initial indoctrination and continuing instruction to all employees to enable employees to conduct their work in a safe manner and to recognize and report hazardous conditions to the appropriate installation offices for corrective or abatement action.  Initial indoctrination shall be provided for: safe work practices; proper use, care, and maintenance of equipment; reporting hazards, accidents, and mishaps; employee responsibility for accident prevention and fire prevention; fire evacuation routes and internal shelter areas.

C-1.18.6. Notification of Accidents and Damage to Government Property

General requirements for reporting accidents and loss or damage to Government property are contained in FB Reg 385-10, AR 385-40, and DA PAM 385-40 for the Performance of Contract Property Administration.   Damage to Government property must also be reported to the Government Property Administrator regardless of the dollar amount of damage.  Appropriate documentation shall be initiated within five (5) work days.  Information copies of all damage reports shall be provided to the KO.

C-1.18.7. Injuries 

  The Service Provider shall notify the designated Government representative and the Fort Belvoir Safety Office of any injury to a Service Provider employee within two (2) work days.  The Fort Belvoir Safety Office will advise the Service Provider if additional information or forms are required.  The Service Provider shall prepare Report of Accident, U.S. Army Accident Report, DA Form 285.  Forward the original and one copy to the KO within five (5) workdays after a reportable accident occurs.
C-1.19. INSURANCE REQUIREMENTS

The following insurance is required as a minimum in accordance with the Federal Acquisition Regulation (FAR).  

C-1.19.1. Legally Required Insurance

Where certain laws apply, such as state laws governing workmen’s compensation and employer’s liability coverage, etc., the non-government Service Provider, prior to commencement of work, shall furnish the KO a written statement of compliance and that compliance will continue throughout the periods of performance.  Minimum coverage of $100,000 is required.

	Comprehensive General Liability and Automobile Liability

	
	Each Person
	Per Occurrence
	Property Damage

	General Liability
	None
	$500,000
	None

	Automobile Liability
	$200,000
	$500,000
	$200,000


C-1.20.  RECORDS

The Service Provider shall be responsible for creating, maintaining, and disposing of only those Government required records that are specifically cited in this PWS, or required by the provisions of a mandatory directive listed in TE 6, Compliance Documents.  If requested by the Government, the Service Provider shall provide the original record, or a reproducible copy of any such record, within two (2) work days of receipt of the request.  All records, files, documents, and working papers provided by the Government and/or generated by the Service Provider IAW the requirements of this PWS become and remain Government property.  The Service Provider shall maintain and/or dispose of all official files IAW AR 25-400-2.

C-1.21. SERVICE PROVIDER TRANSITION/CHANGEOVER

The Service Provider shall assume responsibility for all functions identified in the PWS within 90 days after final decision (per DA Pam 5-20, paragraph 10-6.u).  The Service Provider shall ensure sufficient staffing is available in each functional area to observe, interface, and work with the incumbent workforce, starting with the first day of the performance period for the Transition Period in Schedule B.  

C-1.21.1. Service Provider Transition Plan

The Service Provider shall follow transition plans as proposed in its technical proposal and negotiated in the contract.  As these plans have been accepted by the KO by selection of a Service Provider’s proposal, any change considered necessary to the plans after selection, including prior to the performance start date, shall be negotiated by the KO with the Service Provider prior to making the change.  Either the Service Provider or Government may suggest a change.

The Service Provider shall be ready to assume full responsibility of all functional areas beginning with the first day of performance for the base period in Schedule B.  As stated in paragraph C-1.5.3, a transition period of not more than 90 days shall be in effect immediately prior to the first day of the base performance period.  Limited Service Provider personnel will be permitted to observe Government operations, as requested by the Service Provider and approved by the KO, that would enable the Service Provider's personnel to become familiar with their assigned areas of responsibility.  The Service Provider transition schedule shall be coordinated with all affected activities and managed to preclude any adverse impact on the installation mission.  The Service Provider shall provide sufficient number of personnel to conduct a joint inventory of all Government-furnished property with Government representatives in accordance with Section C-3.  The Service Provider shall ensure shortages and excesses are identified prior to assuming property accounts from the Government. 

Government inspectors will evaluate Service Provider transition to ensure strict compliance with the transition plans.  Failure to comply, as determined by Government inspection, with any aspect of the plans may result in nonpayment for the non-conforming services.

C-1.21.2. Incumbent Service Provider Phase-Out

The Government reserves the right to conduct site visits in all Service Provider operated facilities in conjunction with the solicitation of offers for the follow-on solicitation.

In the event the follow-on solicitation is awarded to other than the incumbent Service Provider, the incumbent Service Provider shall provide all reasonable support to the Government and the successful offeror to ensure an orderly transition and minimize any impact on the operation.  The incumbent Service Provider shall provide follow-on Service Provider access to incumbent Service Provider employees, by placing a successor recruitment notice in each facility.

The incumbent Service Provider recognizes that the services required by this PWS are vital to the Government’s overall effort; that continuity therefore must be maintained at a consistently high level without interruption; that upon expiration of any ISSA or contract negotiated as a result of this solicitation, a successor Service Provider will require assistance from the incumbent Service Provider; and the Service Provider shall give its best efforts and cooperation in order to affect an orderly and efficient transition from its operation to a successor.  The incumbent Service Provider shall provide a comprehensive transition plan no later than the follow-on pre-performance conference for approval by the KO.  The transition plan shall include provisions for incumbent Service Provider actions to assist and coordinate with the Government and the successor Service Provider in the changeover of all functions on the performance start date.  The transition schedule shall be coordinated with all affected activities and managed to minimize any adverse impact on the mission.  The incumbent Service Provider shall provide sufficient numbers of personnel to conduct a joint inventory of all Government-furnished property in accordance with Section C-3.

C-1.22. TEMPORARY DUTY (TDY)

The Service Provider shall perform temporary duty in support of PWS requirements as shown in TE-10. The Service Provider shall request KO approval for any temporary duty that exceeds the amount in Schedule B.   The Government will fund and authenticate all travel requests on a cost reimbursable basis.  The Service Provider shall comply with all Joint Federal Travel Regulations (JFTR) and rates.

C-1.23. TECHNICAL REFERENCE LIBRARY

The Service Provider shall operate and maintain a Technical Reference Library that shall contain all technical and reference material and data supplied to the Service Provider at the start of the first performance period.  The Service Provider shall be responsible for ordering, maintaining, updating, and, where designated mandatory, complying with all references/documents in the technical library.  The Service Provider shall also ensure that all new equipment manuals and other appropriate technical data are added to the Library as the materials become available if not available through an internet web site. 

C-1.23.1. Technical Reference Library End of Performance
The Service Provider shall maintain the data contained in the Technical Reference Library until the termination of performance, and shall make the information available to future offerors during the solicitation/proposal period prior to the end of the last required performance period.  The Technical Reference Library shall remain Government property. 


